
【重要】迷惑メール（なりすましメール）に関するお詫びと注意喚起 

 

最近、当院職員を装った「迷惑メール（なりすましメール）」が不正に送信されている事例

が確認されました。これらのメールは、実際に当院から送信されたものではありません。受

信された皆様には、多大なご迷惑とご心配をおかけしておりますことをお詫び申し上げま

す。 

このようなメールを受信された場合は、ウイルス感染やフィッシングサイトへの誘導等の

危険性がありますので、添付ファイルの確認や本文中の URL のクリック等を行わず、メー

ルごと速やかに削除していただきますようお願いいたします。 

 

※メール内容の例文は下記のとおりとなっております。ご確認お願い申し上げます。 

————————————————————————————————————– 

【「迷惑メール（なりすましメール）」例文】 

会社の今後の業務を円滑に推進するため、新しい LINE グループを作成してください。 

私がグループに参加した後、他のメンバーは自分で追加いたします。 

グループ作成完了後、LINE グループの QR コードを生成し、このメールに QR コードをご信

してください。 

私はその QR コードを通じてグループに参加し、その後、関連する業務の手配を行います。 

 

○○○○（職員名） 

————————————————————————————————————– 

 

【当院の正規メールアドレスについて】 

当院からのメールは、以下のドメイン（@以降のアドレス）を使用しております。 

正規ドメイン①： @meiseikai-mc.com 

正規ドメイン②： @kisnet.or.jp 

上記以外のドメインから送信されたメールは、当院とは一切関係がございません。 

  

【不審なメールの特徴】 

送信元アドレスが異なる 

差出人名（表示名）が当院職員の名前となっていても、メールアドレスのドメインがフリー

メール（gmail, yahoo など）や、不自然な羅列になっている。 

心当たりのない件名や内容 

「請求書送付」「緊急連絡」「Re:」など、業務関係を装っているが、実態にそぐわない。 


